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Abstract—We examined the efficiency of information
dissemination assuming a disconnected network ardecture
where highly mobile nodes form the network. The noels have
different limitations, like short battery life and low computing
capabilities. We created I0BIO and MIOBIO, two protocols for
information dissemination in this environment. In this article we
present the results of several simulations — with a&imulator
created in OMNeT++ to analyze opportunistic commurdations —
to compare the performance of the two information ssemination
methods for a given mobility environment. The resuk give us an
insight how to decrease the cost of communicationnisuch
networks.
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THE development of portable computers and wirele

networking has lead to large growth in mobile cotimmu
due to the inherent flexibility offered. When thetwork
consists of a huge number of disconnected nodes haw
power and these nodes are highly mobile, then &eypt to
centralize management and coordination is impassibl

In this paper we deal with the network architectugferred
to as BIONETS (Biologically Inspired autonomic Netks
and Services)[1]. The goal of BIONETS is to overeotevice
heterogeneity and achieve scalability via an autdocand
localized peer-to-peer communication paradigm. BEJS
also tries to provide services that are autonoanid, evolve to
adapt to the surrounding environment, like livingyanisms
evolve by natural selection or like the spreadih@m online
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Communication between nodes can occur in two wings:
first one is the communication between two U-nodibs
second one is between a T-node and a U-nodeintpisrtant
to note that there is no addressing (at least eéntthditional
end-to-end sense) in BIONETS networks. For batsaying
and other reasons simple periodic broadcasting ois am
efficient way of communication. We also have tosider that
users are usually not interested in every type ath.dThey
form User Communities (UC) with similar interesta. this
paper our main concern is to find an efficient wy
information dissemination between the U-nodes, ihisvhy
the architecture is similar to traditional discocteel networks.

The paper is organized as follows: in the secortiaethe
related work is presented. After that we presenshart
&escription of the IOBIO (InfOrmation DisseminatiBnotocol
for BlOlogically Inspired autonomic Networks andr@ees)
and Modified IOBIO (MIOBIO) protocols. We adapted
already existing algorithms to find the best solot for a
disconnected network (hereafter DCN) architectdreat is
followed by the simulations and the results. Thpgoaends up
with the conclusions.

Il. ALGORITHMS FOR INFORMATION DISSEMINATION

A. Related Work

There is a variety of information dissemination esties in
the literature introducing already existing protisc2],[3]),
but they can not be used in a BIONETS disconnec#taiork

social community. The BIONETS network architecturénvironment. The design of these protocols doesasstime

currently consists of two types of nodes. The imfation is

gathered and initial messages are created by thualkd T-

nodes. These kind of nodes do not participategémtiocessing
and transferring of the data, they can be descrisedensors
measuring the temperature of a road for instante. dther
type of nodes are the U-nodes. These are carriddebysers
of the network and can be PDAs, mobile phonesngrdavice

with sufficient computing and networking capabdgi U-

nodes transmit, process and digest information, Hrey

change location as the user moves, unlike the BsdHat
have fixed locations.
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that neighbor discovery is already solved by lolegers, i.e.
by sending HELLO messages. Any neighbor discovery
(implicitly or explicitly) is done by our protocals

Blind Flood is a classical information dissemination
protocol: all nodes broadcast their information igaically
into the network. This is a very robust method of
dissemination, which property could be useful ifOBETS,
but this method does not take into account thetdidnbattery
lifetime and limited channel capacity. Routing sed in the
Zone Routing Protocol[2]each node maintains routes to the
other nodes within its zone and acquires routenddes
outside the zone. This type of routing cannot bedum
networks like BIONETS, because of the movement hef t
nodes, and the fact that no addressing is present.

In LEACHI2] protocol every node communicates with its
respective cluster head and this head transmitstresage to
the base station. Although the role of the cluktead can be
taken by different nodes, in DCN there is no opaity to use



base stations.SAFE[2] is an information dissemination information.

protocol to send data from stationary sensor néoesobile
sink nodes. Th@wo Tier Data Dissemination Protocol[3}

another protocol for disseminating information fretationary
sources to mobile sink nodes. The main featurehéd it

prevents of the explosion in the number of the mgss. SPIN
[2] introduces a 3-stage handshake process.

B. The IOBIO protocol

To provide information to certain nodes, we extend
protocol with addressing (ifiype 3.

4, resolving advertisement collisions:

In order to resolve the problem aflvertisement collision
the following scenario is presented. We assumettt@nodes
— A and B — send an ADV message at the same tirtigerk is
a U-node (named C) in the communication area wligch
interested in this information, both of A and B lwéceive the
REQ message. It may lead to overhead if both ahtkend

1, Overview of the Protocoln our protocol the nodes Usehe DATA. In order to avoid this we extend our ool the

three different types of messages for informatinchange.

following way. If a U-node (named A) sends an ADV

ADV: advertisement of new data. If a U-node intends chessage, and it receives the same ADV message éinother

send out new information it first sends an ADV petckhat
describes the data packet. The advertisement ocgnthie

U-node, named B), it draws a random number, arslgefts
waiting-time to this random number. Node B doessthme. If

identification information for the targeted UC. ADWlessages A roceives a REQ message, it will wait for thedsiay — if it

are sent periodically.

REQ: request for data. A U-node answers to the AD\éuring the waiting-period

packet with REQ, asking for the advertised infoiprat

does not receive a DATA information with the regadsdata
it sends the requestddrimation.
If it receives the requested data — which means$ tha

DATA: the data message, which contains the request@fymation was already sent by B — it does notisemything.

information.
Although this protocol seems to be simple, différssues

If we investigateinformation carryingwe can observe the
following: at first we assumed that the informatitmws only

should be considered (e.g. Are U-nodes allowed €0dS patveen U-nodes that belong to the same UC. BUS it

collected, summarized or anyhow aggregated dataot?)

This is why 3 types of IOBIO are
TABLE |
DIFFERENTIOBIO-TYPES
Name Source of information Communication method
Typel T-node Broadcast
Type 2  T-node, U-node Broadcast
Type 3  T-node, U-node Broadcast with possible agiiing

2, general steps of the protocol

a. A U-node (A) (who is a member of a certain U€aives
a data packet from a T-node or from another U-node.

b A broadcasts an ADV message.

c. A U-node (named B) is a member of the same UR. &
checks the ID of the advertised service, and ickates that it
needs that information. B broadcast a REQ message.

possible that the members of this group are segrhrale let

presentedihe y-nodes carry information which belongs to oti€ with

some probability.

5, advantages of the protocol

One of the most useful properties is the limiteérbead -
no unnecessary DATA message is sent. With the desta
handshake we do not need to broadcast every time.fifst
and second steps use short control messages;daddaisting
of the data only happens in the third step, ang alen it is
really needed. It happens only upon a request gedhus, the
overhead is decreased.

We assume that a lot of U-nodes — belonging tostrae
group of interest — are usually close to each ofimethis case
lot of advertisement and request messages are aattthe
networks will work as a simple broadcast-networkieCcan
tell that with the 3-stage handshake we can rethieenergy
needed for communication, because the U-node senlys

d. A receives a REQ message. A checks the ID of th@ort advertisement messages (which message shmild

requested information. If A doesn’t have this imhation, A
drops the message, otherwise A sends out the DAddkqd
referred to by the REQ message.

e. A broadcasts the requested DATA, B receivesBit.

processes it and then starts the I0OBIO protocaohfpmint b)
(e.g. broadcasts an ADV message).

processed by all the nodes in the communicatiogearand
all the data will be sent only in one case: if d@oeeds it.

C. The Modified 10BIO (MIOBIO) protocol

The 10BIO uses simple periodic broadcast to send/AD
packets. Earlier investigation showed that considerthe
number of packets a more effective approach isilplesaVe

In Type 2the U-nodes are allowed to send collected arféeveloped The Adaptive Periodic Flood (APF), whisha

summarized information (based on original data— agrage
of measurements). It is possible that an aggregedtad is
based on partially incorrect data, so the netwdrdukl be
protected from accepting seemingly correct inforamat By
the other hand, this aggregated information coeldigeful for
some U-nodes, so we should allow sending themcdmetfully
indicate that they contain aggregated (so potéyntiatorrect)

simple controlled flood protocol that can reduce ttumber of
duplicated messages without using control messagbie
maintains low delays and robustness that are cteaistics of
a Blind Flood.

The APF is based on two event handlers:



OnTi mer : broadcast message;
schedul e(now+T, Timer)
OnMessageArri ved(m): If mis new then:
schedul e(now+T, Timer)
elseT=T+4

This simple protocol broadcasts messages peridgicaid
increases this period when a duplicate arrives.

Considering the number of bits sent/received APRoisas
efficient as IOBIO because it sends DATA messagdy and
generates a high amount of unnecessary bits. I08Hble to
avoid the transmission of unnecessary DATA messasieg a

simple handshake. To combine the benefits of the tw ,

algorithms, MIOBIO uses the APF protocol to decesdise

amount of duplicate ADV messages, and uses thdnalig
IOBIO handshake to decide when DATA messages labe t
sent.

D. Mobility Models in Our Simulation

The validation of various protocols is highly degent on
how realistic the used mobility model is. Since iititb
patterns play a significant role in determining thetocol
performance, it is desirable for the mobility mottelemulate
the movement pattern of real life scenarios in asoeable
way. The problem is that there is a very limitednber of
available real mobility patterns [5], [6] capturingode
movement in large-scale disconnected mobile netsvoot
only that the amount of mobility patterns is lingitebut these
traces are related to very specific scenarios tisddifficult to
generalize.

However none of these synthetic mobility modeldewtf
real world situations, because in practice, a neobdde does
not roam in a completely random manner. In the BEDN
mobility environment the delicate details of tinoe#tion

dependency and community behavior must be takea int

consideration. In these networks it is importanitodel the
behavior of individuals moving in groups and betwgeoups,
therefore the mobility model in this case must kEaily
dependent on the structure of the relationship amtire
mobile nodes, capturing this social dimension. s &spect of
human movement is dynamic clustering. We can olestie
on the streets: people travel in small groups fels$, some
people join the clusters, while others leave th&m Clusters
form in traffic jams, on mass transit vehicles,catsswalks,
etc.
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Figure 1. The amount of data that is needed tchréae N" node

predetermined, and didn’t change during the sinaratn our
modified version, after each step each node hasadl shance

of leaving the current group and joining anothemdomly
chosen group. This model offers an even more ateura
representation of human movement: groups mentiamete
previous paragraph change over time; some peojethe
group while others leave and eventually join anotre.

The Constant Speed Mobility ModdICSMM) is a
modification of the Random Waypoint Mobility Mod@WP)
[8]. The nodes choose random destinations likehen RWP
model, but there is no pause time when the nodeearat its
destination and all nodes move at the same spegagdine
entire simulation. We used these two mobility medel our
simulations: the CSMM and the RPGMMDC, in order to
evaluate our information dissemination.

I1l. SIMULATION RESULTS

A. Simulation Environment

We implemented our protocols and mobility modelgha
OMNeT++ simulation environment, using the Mobility
Framework. We ran simulations to observe the behafithe
information dissemination protocols running ovee ttwo
mobility models described above.

The following parameters were used for the simofati

There are 100 nodes present, and they are divitted10
groups, if a group mobility model was used.

To examine this phenomenon we have developed ggrou The simulation area was 500 m * 500 m. In ordehadwe

mobility model, called the Reference Point Group bility

different topologies present during the simulat{ordividual

Model with Dynamic Clustering (RPGMMDC). It is anodes, connected islands of different sizes), wee l@nosen

modified version of the Reference Point Group Mibbil
Model (RPGM), which is a group mobility model aritat
means the nodes are organized in groups and thpgroove
together. Each group has a center point, that magesrding
to a mobility model (in our case the Constant Spdedility

Model). Each node has a reference point close @océmnter
point, and sets its destination in a random locatiear the

the transmission range to cover approximately 1®f%he
simulation area, which is roughly 90m. We useddzai MAC
layer in the simulation, with no medium contentiwr hidden-
node scenario. The transmission of a messagetaniaseous.

The used control messages (ADV, REQ) were 128 dvits,
and the size of a DATA message was 640 bits. Feh ea

reference point. In the RPGM model, the groups wersenario we calculated the average values of 58€ ru
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Figure 2. The total bits received by the nodes vtherN" node is reached using CSMM. In the left pictuee risults are shown when 100% of the
nodes were in the same UC, while the picture onithe shows when only 25% belonged to the examin€d

We used the epidemic scenario in our simulatiortschv
means that only one node has the information asttm of the
simulation run, and the goal is to pass this infation to all
nodes interested in the information. We assumed tine
number of these nodes is 100% or 25% of the tataiber of
nodes.

The nodes started from random positions. The stetatg
of the Reference Point Group Mobility Model with iamic
Clustering is not known, (The steady state of @enstant

sent:the sum of different messages (ACK, REQ, DATA)tsen
by all the nodes till the information reaches n emdits
received:the sum of different messages (ACK, REQ, DATA)
received by all the nodes till the information re@s n nodes.
Two scenarios were examined, there is a scenarén ghiery
node is interested in the same type of informatamd the
second one is when only 25% of the nodes are stgtein
that particular message which was disseminated gntioa
nodes during the simulation. We expected that ttmtopols

Speed Mobility Modek described in [9]) therefore, we waitedwill behave in a different manner in these two scars.

100 seconds before sending the first messageotw tine for
the nodes to reach the steady state. 100 secorsisfigent
time for the nodes to reach any position in theusition
environment.

We considered the following values during the satioh:
Delay: the time it takes the information to reach n nods
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For reference we included the Blind Flood in thetynies
using the same period as MIOBIO.

B. Results

The results of the simulation regarding the totabant of
send data are given iRigure 1 for the CSMM in the case
when every node is interested in the same typafofmation.
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Figure 3. The total bits received by the nodes wtherN" node is reached using the RPGMMDC. In the leftysiethe results are shown when
100% of the nodes were in the same UC, while tbeig on the right shows when only 25% belongetti¢cexamined UC



Both algorithms show better performance than thendBl the amount of send and received data in the cabes whe
Flood, but there is no significant difference ir tamount of nodes move independently, while using the MIOBI©tpcol

sent data, which was anticipatory, because the NTDBas

for large User Communities and group mobility theal

developed to reduce the number of duplicated messagamount of the sent data can be reduced furtheetheg with

therefore it is supposed to show better results tlBIO for
the amount of received messages.

As it can be seen iRigure 2 andFigure 3the simulation
results confirmed our expectations, the MIOBIO =t [1]
significantly the total amount of received data paming to [2]
the Blind Flood and IOBIO protocol. From the 4 saeos
(two mobility models and two rate of interest fohet |3
propagated information: 25% or 100% of the nodesimathat
User Community) the 10BIO performed better onlydne (4l
case, when we used CSMM and only the 25% of thesiod
were interested in that particular information.

Therefore the MIOBIO performed well especially whea [5]
used the Reference Point Group Mobility Model vilymamic
Clustering and when all the nodes were in the salser
Community. In group models the heuristics of AP§oalvork [6]
better than in a model where the movement of th#esds
independent. In a group model nodes with the same
information usually stay together for a longer tirrethis case [7]
received duplicate packets give good feedback altoat (8]
number of listening neighbors, so APF will decretdwserate of
sending ADV messages and therefore the total amotint [9]
received duplicates can be decreased.

IV. CONCLUSION

We simulated three information dissemination alipons,
the Blind Flood, the 10BIO and the MIOBIO which is
essentially 10BIO modified with APF, and measurde t
amount of sent and received data.

The strength of the 10BIO protocol is that no dastaent
when it is unnecessary. This is the reason why (@&
superior to the Blind Flood and the original APFtlire total
amount of sent and received data which are morkstiea
measures of network load than the number of messaye
serious disadvantage of the APF is that it alwagsds the
whole DATA message even when there is nobody aroOnd
the other hand, the problem of the I0BIO protolthat
ADV messages can still saturate the network. Wthidesize of
the ADV messages is small they can be a problemnwhe
collisions are possible during transmissions. TiBigot so
important when the User Community is small and ribees
move independently (like in the Constant Speed Mgbi
model), but if we use a group mobility model thée nodes
usually send a lot of duplicates to the membershefsame
mobility group (which are not necessarily the merabs the
same User Community), so the IOBIO should be coetbin
with APF.

For that purpose we developed the MIOBIO protocol,
which uses APF for controlling the rate of sendiABV
packets, while we keep the IOBIO handshake mechmatis
reduce the number of the large DATA messages. The
simulation results show that the I0BIO reduces ifiantly

the delay experienced by the nodes.
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